**Evaluación del ejemplo**
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Compara el ejemplo con tu actividad completada. Revisa tu trabajo utilizando cada uno de los criterios del modelo. ¿Qué hiciste bien? ¿En qué aspectos podrías mejorar? Las respuestas a estas preguntas te servirán como guía a medida que avances en el curso.

***Nota:*** *El ejemplo representa una de las muchas formas posibles de realizar esta actividad. Es probable que el tuyo difiera según los IoC que hayas identificado y catalogado. Lo importante es que tu actividad capture algunos detalles de la investigación del hash del archivo, incluidos los IoC relacionados y la verificación del archivo como malicioso.*

![](data:image/png;base64,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)

**Paso 1**: El ejemplo proporciona un resumen claro y breve del hash del archivo al utilizar la información que se encuentra en la pestaña **Detection (Detección)**. La **puntuación de la comunidad (Community Score)** y el **análisis de los proveedores de seguridad** enumerados en el informe de VirusTotal proporcionan información sobre el archivo. Más de cincuenta proveedores de seguridad han marcado este archivo como malicioso. Además, varios proveedores han categorizado el archivo como malware Flagpro, un software malicioso que varios agentes de amenazas avanzadas utilizan.

**Paso 2**: El ejemplo también identifica tres tipos diferentes de IoC mediante el uso del informe VirusTotal. La información que se encuentra en las pestañas **Relations (Relaciones)** y **Details (Detalles)** te permitirá encontrar IoC adicionales que están relacionados con el archivo, como un nombre de dominio, una dirección IP y un valor hash.

* **Nombres de dominio**: org.misecure.com se informa como un dominio malicioso contactado en la pestaña Relations (Relaciones) en el informe de VirusTotal.
* **Dirección IP**: 207.148.109.242 aparece como una de las muchas direcciones IP en la pestaña Relations (Relaciones) del informe de VirusTotal.
* **Valor de hash:** 287d612e29b71c90aa54947313810a25 es un hash MD5 que aparece en la pestaña Details (Detalles) del informe de VirusTotal.

**Conclusiones clave**

En esta actividad, determinaste que un archivo era malicioso utilizando la información de un informe de VirusTotal. También identificaste indicadores de compromiso adicionales que están asociados con este archivo. Como analista de seguridad, utilizarás herramientas de investigación como VirusTotal para acceder a la inteligencia sobre amenazas de la comunidad de ciberseguridad mundial. Esto podrá ayudarte a agregar contexto a las investigaciones y aprender más sobre las amenazas al momento de investigar un posible incidente de seguridad.